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Security & Compliance Expertise & Experience 

Rackspace Government Solutions — Powering Innovation
Simplify the complexity of multicloud while addressing security and compliance requirements across the design, build, migrate, operate 
and optimize lifecycle. Rackspace Technology is your trusted partner across cloud, applications, security, data and infrastructure. 

• Leader: 2020 Gartner® Magic Quadrant 
for Public Cloud Infrastructure Managed 
Service Providers, Worldwide

• Leader: 2020 Forrester® Wave for 
Mulitcloud Managed Services Providers

• Leader: 2020 Forrester® Wave for Hosted 
Private Cloud Services in North America 
and EMEA

• 10,000+ certifications across 45 
technology logos including AWS, VMWare, 
Microsoft, Google, Dell, Oracle, RedHat 
and more

• 3900+ cloud experts including highly 
skilled engineers, solutions architects and 
project managers

• Servicing 27+ US Federal agencies
• Powering 15 FedRAMP ATOs and 

numerous government cloud solutions
• Servicing the largest Public Multicloud 

contract at the State Agency level
• The largest AWS global managed service 

provider (MSP)
• Google Cloud Platform's first MSP
• The only company to establish a VMware 

Cloud in AWS
• Dell Titanium Partner
• A Top Azure Partner
• 2020 VMware Partner Innovation and 

Partner of the Year Awards

• FedRAMP JAB authorized

• DoD CC SRG IL4 authorized

• DFARS/CMMC authorized
• FISMA High authorized

• NIST 800-53 Moderate Baseline

• NIST 800-171 DFARS ready

• CJIS, ITAR and FIPS 140-2 compliant

• HIPAA compliant
• 24x7x365 SOC, staffed by U.S. team

• TAC 2020 compliant
• IRS Publication 1075 compliant
• Always-available, secure business

continuity disaster recovery capabilities
measured in seconds

• A CMMC Registered Provider Organization
(RPO)

Increase Business Agility 
• Work with a team of unbiased and unrivaled cloud and security experts to

assess your “current state” and develop a strategy and roadmap to securely
transition data and applications to the cloud.

• Quickly launch scalable compliance-ready cloud environments across a
multitude of cloud technologies and a world class portfolio of solutions.

• Accelerate secure SaaS solution deployment with secure, compliant-ready
solutions and maintain compliance through continuous monitoring.

• Access and utilize cloud native tools to drive innovation and adoption of
emerging technologies like Artificial Intelligence, Machine Learning and
Zero Trust.

Optimize IT Time, Costs and Workforce Resources
• Shift budgets and resources from a CapEx model to an OpEx model.
• Shift tasks and workloads to a team of unparalleled cloud and security

experts so you can focus on operational and mission-critical tasks.
• Lower costs with a consumption-based model that quickly scales up and

down as needed – only pay for what you need.
• Accelerate time to FedRAMP Compliance or DISA ATO in just 3-6 months

and up to 70% savings with 80% of FedRAMP security requirements
addressed with Rackspace Inheritable Security Controls on Rackspace
Government Cloud.

Reduce Risk and Meet Security and Compliance Standards
• Reduce the risk and stress to your workforce of monitoring and managing

ever changing security & compliance requirements on your own .
• Focus your resources on being mission experts rather than security and

compliance experts.
• Automate security and compliance requirements "in the cloud" not just

around the cloud to improve cybersecurity posture from defensive to
offensive.

• All-inclusive management & security including host-based intrusion
protection; enhanced encryption appliances, dedicated load balancers, and
DISA CAP connectivity.

Benefits 




